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FDIC Recognizes the Doctor Software

It is my pleasure to announce that the FDIC has verbally and in written form asked some of my clients if they are using the Doctor software for security purposes.  The reports and alerts have found favorable status with auditors (external and internal) and bank examiners.  Of course, the FDIC recognition is a very favorable status.



Logical vs Physical Records (I/O)


In a data layout, whether we are working with the data or a program which reads/writes the data, we view the information in a logical record format.  It is the information we want and recognize as being the record.  We also know that computers read and write data and we normally think of our record of data as the way this is done.  These logical records that we can visualize are not the records that are written to and from media, such as disk or tape.

Multiple logical records (in rare cases it may be only one) are ‘blocked’ as programmers think of them into larger entities.  It is these entities or blocks that are the physical records that are read and written.  We think that our data is being written one logical record at a time when the block of records may contain 100 logical records.  One physical record contains 100 logical records.  Instead of a program doing 100 reads/writes it is only doing one I/O.

Reads and writes are the way that data is transferred.  It is more efficient to do fewer large reads/writes than it is to do more of the smaller I/Os.  Hence the blocking factor (number of logical records in a physical record) is a significant factor in I/O efficiency.  There are certainly more factors than block size in I/O efficiency, but block size is an important issue.





Recently I have been contacted by more InfoGuard users about adding security to their computers.  You would think that this software is complete in itself.  It is for Federal Government accounts.

Let me explain.  InfoGuard software was developed by Unisys in the 1980s specifically for Federal Government sites adhering to all specifications in the government code book.  The implementation is great for C1 and C2 government regulations.  It was not intended for other private sector installations.  It is not a financial security system; it is not an insurance security system; it is not a university security system, etc.

In order for InfoGuard to work effectively, the C1 or C2 options must be set.  Otherwise you can pick and choose a few things here and there, but there will be no comprehensive security established.  Setting these options is not compatible with many software packages, especially in the financial industry.  Besides, this software costs a lot of money.

Isn’t there a more comprehensive and cost effective software product available for the private sector of Unisys computer users?  I may be prejudiced, but it is under these circumstances that I developed the Integrity Doctor products.  The Integrity Super Doctor should address every security issue as long as the computer has been configured properly.

The problem with any security software product is that the computer must be configured for protection, either automatically or manually.  To think that you can install software and all your security issues are finished is not being responsible.  I prefer to have some installation done automatically by the software and some manually after a discussion with the client.  I have an extensive checklist that I use to cover issues dealing with the whole computer system.  This is one area where an overall knowledge of the MCP operated computer system is required.  I have been to hundreds of sites and talked with many more, and there are very few sites where I have met an overall MCP knowledgeable person.  This is the kind of person that is necessary to configure a computer for proper comprehensive security.

Nevertheless, we at Integrity Services have video training on MCP security and MCP security configuration.  Even where I configure a system for security my recommendation is that the users on the site view this training before I arrive and after I leave.  Security configuration is also something I recommend that every site have reviewed annually.  This in no small matter to be ignored.  Most companies today have their security audited annually, but the people who do it are normally not qualified!

This article may have rambled a bit, but don’t miss the emphasis.  The MCP is the most secure operating system in the industry when it is configured correctly.  It doesn’t have a peer.  But, we must configure the MCP environment correctly.

MCP Superiority


There is a third party vendor who has tried to bring some users from the small ClearPath computers (LX models) to the ‘new?’ I series computers from IBM.  There has even been a demonstration to large users of speed.  Beware of smoke and mirrors.  They can deceive effectively.

In a recent Computerworld article it was stated that the I series users were concerned about IBM’s support of this model.  Again, new users beware.  If the current users are concerned about support, what will happen to new users.  Remember, on a different style computer applications run differently.  Accuracy may differ, at least on some applications.  All applications have not been converted to the new model and you do not have access to all that is available on the ClearPath computers.  If you convert, you are putting your business on the line.  This is not smart on an old model computer with a different model name that has support problems with current users.

With the exception of Unisys all other computers, including PCs are using the Von Neumann style architecture computer of 1939.  The Unisys approach has been to take a 1960s stack architecture computer and couple it with a seamless interface into today’s networks and produce a computer of the 1990s.  The ClearPath II model of this century brings about some new functions but does not change the architecture.  The ClearPath is the most modern computer of our day.

The choice of operating systems is the MCP.  It is the best performer, period.  There has never been an operating system like it.  The list of attributes of the MCP environment includes multiple size page virtual memory, redundant code, link list lookup efficiency in the processor, multiple host interface, remote database function, the best database system in the industry, and many other advanced features that are way ahead of anyone else in the computer industry.  The maturity, stability, and functionality of the MCP are in a class by itself.

Other computers, such as the I series do not have, and have never had the ClearPath attributes that have made it the superior computer of all time.  The strategy to use the I series to replace the ClearPath was to bring it into the market at a drastically reduced price to attract users.  Albeit, Unisys was slow to respond, but they have responded in the financial market with AS Series ClearPath computers priced to compete.  Those who have jumped the wagon probably don’t know, and maybe don’t care, what they have passed up.  Let it be known that Burroughs, and now Unisys has always had computer engineers so far ahead of the industry that the marketing people have never known how to promote this superiority.  Long live the MCP.

MCP I/O Efficiency


I find that most users of MCP based computers and most Unisys’ employees that I meet do not understand how MCP I/O (read/write) efficiency works.  I have discussed many times how to improve disk I/O usage, but there is a new factor that is arising with the new breed of disk on today’s computers.  This involves the simulation of disk units for MCP use that do not correspond to the physical disk units being used.

Today’s computers are being shipped with Disk Raid systems that are front-ended with cache to get speed.  Higher amounts of cache will speed up the I/O process when most I/O data are in cache.  Raid technology brings redundancy, which is needed in any computer environment.  Raid 1 is still the most efficient Raid technology although most systems are being installed with Raid 5 or Raid 10.  They will run slower and reduce the lifespan of the computer.

There is still no new information in what I have stated so far, only a review of efficiency methods.  The new wrinkle with the new systems is in the simulation of disk units for MCP use.  The biggest factor in increasing I/O efficiency is increasing the number of simultaneous (or near Simultaneous) I/O operations.  In the MCP environment this involves the number of disk units.  The MCP cannot issue I/O operations for units that do not exist.  Therefore, the more disk units that exist, the more I/O operations that can be issued.

An illustration may help.  If I have a database that is located on one disk and I/Os are repeatedly issued (as most programs do) then the MCP will issue one I/O at a time.  If that disk is expanded to a multiple pack family of five units then the MCP can issue five I/Os where it had previously issued only one I/O.  I don’t have more physical disk; I have more logical disk units.  Logical disk units are all that is visible to the MCP.  Create disk units for all DL functions and all applications and make sure that there are many units per family.  The size of units I have had the best results with are 3GB.  Larger units will cause too many I/Os bunched to individual units.

On today’s computers even the smallest systems need 30 or so disk units.  This is the key to understanding MCP I/O and how we can configure a computer to feed or starve the MCP capacity.  Move all of the DL functions from disk to other units and make disk a multiple disk family.



Integrity Software News


LC Stationsummary

There is a new added function to the Doctor security reports that will give a report of all stations that have logged on (attached) during the time of the sumlog.  To get a station attach report from all audit files do an LC Stationsummary from the ODT.

Doctor Software Update

The Software packages for the Integrity System Doctor, the Integrity Security Doctor, and the Integrity Super Doctor have been expanded in 2005 to include video training and the email Alert program.  There is an adjustment in the pricing to accommodate the added features.  I believe that every Doctor user should have the email Alert program implemented and have taken steps to make it happen for future users.  Training is also an important part of the Doctor implementation.  I believe that the training should be viewed before the software is installed and after it is installed.  I recommend that current Doctor users who do not have the email Alert program, order it as soon as possible.

Integrity Services’ Video Training

DVD Video Training Classes

Classes include Power Point presentations and, where applicable, Software documentation

Comprehensive ClearPath Security




$250
4 DVDs

ClearPath Performance and Capacity Planning



$250
2 DVDs

Implementing ClearPath Security





$150
1 DVD

Integrity System Doctor






$150
1 DVD

ClearPath Operations (3 day class)




$600
9 DVDs

CD Video Training

Three Methods to Access the Userdatafile



$45
40 minutes

Practically Understanding System Security Concepts


$45
23 minutes

Computer Security Issues and Integrity Services’ Answers

$45
45 minutes

On-Site Training Classes are Available

You may select from the following list or request your own subject:

· ClearPath Security (Comprehensive security overview)

· Integrity System Doctor (Functionality and How tos)

· Implementing ClearPath Security (Including intruder detection and isolation)

· ClearPath Performance Analysis and Capacity Planning

· ClearPath Operations (1, 2, or 3 day class)

· Understanding the Disk Pack Subsystem

· System Software (MCP) Upgrades (Including IC CDRom upgrades)

· ClearPath Data Communications

· Using the Coms Cfile

Integrity Services Inc.

Has developed software that will benefit your computer needs


· System Initialization Setup

· On-line Resource Evaluation

· Station Security

· Automatic Virus Scanning

· Extensive Security Reports

· Performance Analysis Reports

· Mix Task Resource Monitoring

· Instant Alarms (Aborts, Waiting, Messages)

· ODT & CANDE Audit of all commands

· Automatic Disk Backups

· Verify Readiness for MCP Upgrade

· Installation of Unisys IC Tapes

· Safe Delete and Purge Commands

· Automatic Schedule for all Jobs, Tasks, Commands, and more





Integrity Services


10 Radnor Road


Newark DE  19713
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Security Configuration is Needed


Software + Configuration = Peace of Mind
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InfoGuard








See what our Integrity System Doctor Software can do for you!!





We offer a variety of packages that will suit your needs …and all at a very affordable price!














It is time to be running on MCP 50.1 (HMP 9.0).  A new MCP should be released in a few months making 49.1 unsupported by Unisys.











Visit our website at: www.integrity-services-inc.com





We work for you by offering


specialized consulting services and training


     Appraisal, Advice, and Recommendations for your ClearPath Computer
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