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Software Extensions

There are software extensions available from Integrity Services.  These software products are part of the Integrity Doctor software and available to others.  Cande has many additional functions added to it including an audit of all transmissions and ODT command available for selected users.  Like the Marc Directive for selected ODT commands, Cande has the ability to provide selected ODT commands (look, but not change) as well as full ODT capability for specified users.  Other functions may be viewed in the software catalog available on our web page, www.integrity-services-inc.com.

Marc Directives are the way in which new commands may be implemented or existing commands may be made inaccessible for certain users.  Other functions may be viewed in the software catalog available on our web page, www.integrity-services-inc.com.

On-Line Services

A service that we will be offering is the capability to log on to your computer and perform services that you desire.  Assistance can be offered in updating the Doctor software or the MCP software, etc.

In addition, we still offer House Calls from the Doctor, that is to say that we will send a version of the Doctor software to your site so that you can run it and gather information that can be sent back to us for analysis.

For instance, you could run the Utilization software to acquire performance statistics.  Once you gather the data you can send it to us for examination and recommendations.  A brief security analysis of your computer could be done with a combination of these two services.

Performance Doctor 
A new version of the Doctor software is coming this summer.  It will be called the Performance Doctor.  It will contain all of the functionality of the System Doctor and, in addition, have the capability of accessing performance data and displaying it graphically at a work station.  There will be many robust graphs functioning simultaneously.
There will now be three versions of the Doctor software, The System Doctor, the Performance Doctor, and the Super Doctor.  The System Doctor remains unchanged.  The Performance Doctor will be as described above.  The Super Doctor will be the flagship of all Doctor software and includes password aging with a robust list of attributes.
For current System Doctor users, you may upgrade to the Performance Doctor for a nominal fee.  For current Super Doctor users, you may add the functionality of the Performance Doctor for a fee.  All new Super Doctor customers will have all functionality automatically.

If life hands you lemons, make lemonade.

                                              Late 20th Century saying

The MCP Architecture Superiority Applied to Security

Because the MCP has been developed over five decades it has an abundance of robust features, far more than any other operating system.  In addition to that, it was developed and has been maintained by hardware and software people working together.  They didn’t make the hardware fit the software and they didn’t make the software fit the hardware.  Other computers have been developed forcing a fit, but not the MCP.  It is an integrated effort of hardware and software engineers, and always has been.

For many the technology of components defines a computer.  It is the design of the MCP architecture, along with technology, that implements the superiority of the Unisys ClearPath computers.  By design the MCP implements many security benefits for us.  They are not added on later to cover issues.  Since it is a stack architecture computer system, Unique memory security provides that memory areas are given to programs when requested with registers to guard the memory areas (BOSR, LOSR) so that programs cannot reach out of their allotted memory area to get information from a live program or information lying around from a program after it terminates, as is the case on all other computers.

Also, unique to the MCP is the zeroing out of all memory as it is assigned to programs.  You can count on all variables and arrays having an initial value of all bits off.  This means that programs do not have access to information left by other programs.  All buffers are initialized in the same manner so that integrity of data and security of data are maintained.  On all other computers you must implement security measures, when possible, to accomplish these measures.

The innate heart of the MCP is designed for integrity of all information.  All object code files are non-modifiable.  That means that there is no possibility of trickery by programmers to access memory areas or data that are not theirs.  This same object code is reentrant, which means that when more than one copy of a program is running they may share the same object code.  Data areas are the place where there are differences.  The ability for changing object code is left to the compilers and the binder, which is where it should be.  Assemblers do not exist and therefore cannot alter this integrity of information.

The scrubbing (the act of wiping out all information by writing a pattern over the entire area) of disk units can be helpful when moving a unit from one environment to another and the MCP has this capability.  But there is a more useful scrubbing available and that is by file with the use of a file attribute, Sensitivedata.  In this way, when a file is removed, the data no longer resides on the disk.  You probably know that removing a file does not remove the data but only removes the directory reference to the data.  The data remains on disk for all computers.  If you use the Sensitivedata attribute, then the MCP ensures that all data in the file is gone when it is removed.

These areas alone make the MCP security environment second to none and at least ten times more secure than any other computer made by anyone.  When you add to this the fact that the MCP has a unique way of handling all requests for station activity so that you can allow or prevent all or selected stations from gaining entrance to your computer you have unmatched security from any computer ever made.  The MCP must be at least 50 times safer than any other computer.  In fact, the MCP is so secure, when configured correctly, that it is the only computer that does not need an exterior fire wall.  The MCP guards itself.
The majority of United States federal government computers are Unisys.  The vast majority of all money transferred on Wall Street and world-wide is on Unisys computers.  The name, Burroughs, always stood for business and banking, and so their new name of the last 20+ years, Unisys, is still the world leader in business computers.  I have recently heard skeptics ask about Unisys as a viable computer company.  These people are surely looking at the wrong business indicators.  If something happened to Unisys the US government and world-wide banking would have serious problems that even IBM could not bail them out.
Marc, Cande, or Programmers Workbench

What are the functions of Marc, Cande, and Programmers Workbench?  I have found many users who ask this question so I will try to give a brief explanation of each piece of software.  Cande is the oldest of these products and is used extensively by old MCP diehards, like myself.  Programmers Workbench is a Windows offering of most of the same functionality of Cande.  Marc is a menu mode system to accomplish many tasks in the MCP environment.

Cande stands for Command AND Edit language and is a rock solid piece of software that often has a mystique about it.  Programmers Workbench is a new Windows version of most of the same functions so I will not discuss it separately except to state that it must be newly installed at each workstation with each release of MCP software to get the latest version, where Cande is usually installed with the other MCP software.

Cande and Programmers Workbench are usually thought of as editors.  They are capable of editing source and data files, but there is also much command ability that come with them.  It is this aspect that causes the mystique surrounding Cande because you have a miniature operation environment when you are using Cande.  There is no audit of the commands unless you are using the version from Integrity Services.  The commands are as simple as compile, run, and start, but also involve scheduling and other functions.  Many users use the Cande environment for operators to start and run tasks like others do from the ODT.  One of the advantages to Cande is that it allows one to observe only those tasks that are initiated from the individual’s workstation and are not cluttered by all messages and information delivered at the ODT.

Cande control functions apply to network and other functions and may be selectively assigned to a control station.  The default implementation of the control station is fixed by a declaration in the station part of the datacominfo file.  The Cande version from Integrity Services allows assignment to a usercode so that control functionality is only assigned when specific users are logged on, and it is gone when they log off..  This is a much safer method of assigning access to these commands.  Control commands are not part of Programmers Workbench.  Cande has the additional ability not only to operate as a Marc window, but to be used as a separate MCS, which adds other capabilities to it and what some would call dangers.  Control and auditing are the critical issues and they can easily be accomplished.

Marc stands for Menu Assisted Resource Control.  Operational commands are made available to Marc users through menus.  In addition, these commands may be issued at the Action line of the menu, when they are known.  System Operational functions are optionally available for Marc users if the usercode and station are declared as system users or an override is given to the usercode.  With this capability one may operate a closed group of tasks, as with Cande, while still being able to view and access ODT commands from the action line at any time.  Many customers find this to be a preferable way to run their operations because of the added functionality and the individual accountability that a Marc logon affords.  ODTs may be placed behind locked doors and all users are required to log on to perform all duties.  With this mode of operations, and each user having a separate sign on, auditors have all their accountability reservations answered.

For years many users have been operating their computer systems through Cande and Marc.  The ODT functions are performed either through a Remotespo or a Marc action line.  Exploring all the uses and utilities available can be entered into by using the Marc Teach menu function and then using a little imagination.  Today’s younger generation falls into this category along with some of us old-timers.  Look at our webpage for Cande and other classes offered.

More Software Extensions
The Maintenance software available with the Integrity Doctor software packages will remove files that are specified to be older than desired.  This is done with two parameters.  The first parameter specifies the files to be removed.  Currently, these files are Sumlogs, Utilization data files, Doctor audit files, and SourceTracker files.  The second parameter specifies the number of months files are to be retained.  Older files are removed.

Marc Directives are available to remove the GO, PA, CO, and QUIT COMS commands for specified users.  News, ODT commands, Run, Start, MCS, STATUS, and INFO are new or existing commands that may be made accessible or inaccessible for certain users.

Other functions may be viewed in the software catalog available on our web page, www.integrity-services-inc.com.  These functions are a part of the Doctor software, but may be licensed separately.
SourceTracker:   This software has been enhanced this year.  It is a source program monitoring package that will provide guards and guidelines for handling and protecting source language files.  A simplified version for maintaining WFLs was released first with the ability to track changes to WFLs.  Cobol and other source languages, have been added to source tracking.  Each user is able to make changes under his or her own usercode and without others making changes to the same source file at the same time.  All changes are tracked by usercode, date, and time.


I take a simple view of living: It is Keep your eyes open and get on with it.

                                                                                                 Laurence Olivier



New Software this Summer – Performance Doctor
                           Performance Data graphically displayed at a workstation  

                           along with all other features in System Doctor

Scheduled Classes

Integrity Services has scheduled classes for June 21 – 25 in Bath, Maine.  The focus this year will be on Best Practices on an MCP ClearPath Computer.  Featured subjects will be MCP Security, MCP Operations Management, MCP Performance Analysis and Capacity Planning.  In addition to Joseph Kite from Integrity Services, Steve Koss from Unisys is scheduled to make a presentation.  There are more details on www.integrity-services-inc.com.
Registration Form

Name 1  ______________________________

Name 2  ______________________________

Name 3  ______________________________

Company Name: ______________________________

Company Address: _________________________________________________________________

 __________________________________________________________________________________
E-Mail Address: __________________________________

Class fees are $600.00 per attendee
Make checks payable to:

Integrity Services, Inc.
Reservations requested by May 29th 2006

For Reservations, send appropriate fees to:  Integrity Services, Inc.

10 Radnor Road

Newark, DE  19713

        Integrity Services Inc.

   Has developed software that will benefit your computer needs


· System Initialization Setup

· On-line Resource Evaluation

· Station Security

· Automatic Virus Scanning

· Extensive Security Reports

· Performance Analysis Reports

· Mix Task Resource Monitoring

· Instant Alarms (Aborts, Waiting, Messages)

· ODT & CANDE Audit of all commands

· Automatic Disk Backups

· Verify Readiness for MCP Upgrade

· Installation of Unisys IC Tapes

· Safe Delete and Purge Commands

· Automatic Schedule for all Jobs, Tasks, Commands, and more





Best Practices Seminar coming June 2010 in Bath, Maine…see page 5 for details








See what our Integrity System Doctor Software can do for you!!





We offer a variety of packages that will suit your needs …and all at a very affordable price!





New Products Released by Integrity Services





  Activity Monitor & Source Tracker software …… see website for details





  You can also view past editions of the Integrity Journal by visiting our website at:


� HYPERLINK "http://www.integrity-services-inc.com" ��www.integrity-services-inc.com�
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