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MCP IP Addresses

The older ClearPath computers user ICPs and the newer ones use CNAs to interface to the IP network.  Regardless of the hardware interface, the MCP is usually set up with two IP addresses to interface with TCP/IP stations.  The benefit is that messages may be sent through two different paths.  If two IP addresses are used by the MCP, then the MCP will use both addresses to send all messages, alternating between the two.  Receiving messages is a different story.  It is now the stations on the network, which determine what address they will use to send messages to the MCP environment.  If all stations are configured with one address, it is the only one that will be used.  It is advisable to split your stations and use both paths to the MCP environment.  The first reason is that a more efficient distribution of network workload will be accomplished.  The second reason is that if one path is not available, for any reason (broken, etc.), then half of the stations will continue to work.

My advice is to have half of all stations at each location use one MCP IP address and the other half use the other address.  If a path is unavailable, then only half of the stations will work, but each location (branch location, etc.) will continue to operate at half strength.  The overall operation of any location will continue to operate instead of some locations being shut down completely.  This is another means to implement continuous processing.

ClearPath Web Interface
The Atlas web server software is an open gate to 
the ClearPath computer from public networks or the internet.  This is a function with many benefits through a gui front end.  It follows other software breakthroughs that Unisys has made such as NXServices.  Security for this feature is centralized as other security on the ClearPath through the userdatafile.  The caution here is to make sure that you have secured all usercodes in the userdatafile.  Non-common passwords are a must and password aging should be considered.  This feature is installed by default when installing or upgrading MCP related software.

All standard MCP software installations place dangerous compilers and utilities on the ClearPath computer.  These compilers and utilities must be removed or restricted for the sake of security.


Software Patches
How long has it been since you upgraded or patched the Windows software in all of your desktops and servers?  Even six to nine months seems like an eternity.  Most users upgrade their MCP software once a year.  Although this may seem to be reasonable, I would suggest that you incorporate MCP patches more frequently.  You can download patches from the Unisys web site or order IC CDRoms from the Unisys CSC.  All Integrity Services’ software clients receive a WFL to load IC CDRoms so that they can keep up-to-date with new software patches for all MCP levels.  By using these methods every two to three months a user can keep on top of fixes and other changes that are made frequently by Unisys.                               Continued on page 2
With most ClearPath computers running MCP as an application of Windows, how often does this Windows environment need to be upgraded?  This area should not be neglected since Windows flaws and security holes compromise the MCP environment.  What about the virus protection software you are running on this processor?  Do you upgrade virus definitions at least weekly?  Infections here will shut down the MCP.

Altering WFLs and Source Files  

There are three easy ways to view and alter information in a Cande work file without retyping the whole line.

The first of these is the Fix command.  All of these commands require delimiters.  For examples, I will use the slash (/) as a delimiter.  The fix command may be used to make adjustments to a single line of the file.  An example:
 FIX 3500 /rat/rate

In this example we will replace rat by rate in line number 3500.  An ‘F’ or ‘*’ could be used in place of the whole word, FIX.  Ie.

* 3500 /rat/rate

The second command is FIND. This can be used to find all occurrences of a string of characters in a file.  An example:


FIND/SUPER_USER = Y/:T

With this example we can locate all occurrences of ‘SUPER_USER = Y’ in the file.  In addition, the use of ‘:T’ will print each line where the match is found.  If the ‘:T’ is not included then only line numbers of the matches will be printed.  The ‘T’ specifies that the text will be printed.  Replace the ‘T’ with ‘F <name>’ and all occurrences will be placed in a file with title of <name>.  These files may be any sequenced or unsequenced file that Cande can work on including type data files.

The third command is REPLACE or REP for a short form.  With this command we can examine all records of a file and replace all occurrences of a string of characters with another or null string of characters.  An example:


REP/SUPER_USER = Y//SUPER_USER = N/:T

Each set of delimiters must be around the source and destination strings.  Again ‘:T’ will list all occurrences on the screen.  This last example could be used on a Coms Utility dump file to eliminate all super user stations on the system after the file is saved and loaded with the appropriate Utility command.  The number of characters in the source and destination strings do not have to be the same.  In fact the destination string may be null.  The destination may also be less than or greater than the source string.  If characters are to be dropped the replace for that record is not done.

Disk Efficiency

With the introduction of disk subsystems at all levels of ClearPath computers, the JBOD (just a bunch of disk) disk issues have been expanded.  There were three basic ways to improve disk efficiency, and thereby increase system performance.  They are solid-state or a cache front-ended disk subsystem, using disk pack families, and using mirror disk.  To get efficiency on small ClearPath systems, one main area of need is to stop using Raid 5 and start using Raid 1 technology (mirror disk).

While these three basic techniques are still necessary for efficiency the emergence of simulated disk units has presented other areas for focus.  The task that needs to be accomplished is still getting as many simultaneous or near-simultaneous I/Os occurring as is possible.  This means that we need to spread the simulated disk units over the physical units in such a way to get an even distribution of I/O traffic over all units.

The second area of improvement often needs to re-educate users about how the MCP uses a disk subsystem.  The efficiency of a disk subsystem is not measured by transfer rate of disk units or by size of disk units.  In fact larger disk units cause many efficiency problems.  A disk subsystem is measured by I/Os/second.  In order to accomplish the maximum from a disk subsystem we need to increase the number of units until we reach a threshold of efficiency.  The more units that exist, the more simultaneous I/O operations can be activated by the MCP.  In other words, we need to break down the large disk units into multiple small disk units with the simulation tools.

If we have a database residing on 5 disk units, the maximum number of I/Os than can be performed simultaneously is 5.  If we take the same database and place it on 10 disk units, we can double the number of simultaneous I/Os.  It takes special software to measure I/O queuing to disk units, but it is this measurement that lets us determine the maximum number of useful disk units for any database.

Disk Performance Software

As I was writing the previous article, I was reminded that I have a simple easy-to-run and easy-to-read program that may be used to gather this information and print it.  It runs on-line and produces screens or printouts of data gathered.  An IT person with limited experience can read the reports and make decisions on sizing a disk subsystem with a few guidelines.  I will write the guidelines before this publication is mailed and make the package available to all who mention this article for $1000.  It has been priced at $2500 for several years.



Activity (File) Monitor

A new software product is to be released by Integrity Services.  It is called the Activity Monitor, and will evaluate and report activity of programs, which interface to network and internet applications.  This will be done by monitoring disk file activity.  If programs are doing disk IOs, they are alive and hence the network is feeding them data to work on.  When this data slows down or stops there may be a problem with the network application.  Any file may be monitored including port files.  Warnings will be issued based upon thresholds and time-of-day.  Testing was begun this past summer and the software will be available soon.

______________________________________________________________________________

This program has the ability to monitor activity of any file opened by any program running under MCP control.  It is intended for use with disk files of programs communicating with network or internet software to insure that activity on the network has not ceased.

Program Name 
– Activitymonitor

Input Specifications
– (Super)Specfile on Disk

Layout of the Specification File

Record 1 & Column 1-36
Program Name

Record 1 & Column 37-72
File Name

Record 2 & Column 1

Method of monitoring by day 





E – Every day





W –Weekdays (Monday thru Friday)

Record 2 & Column 2

H – Holidays

Record 2 & Column 31-34
Daily time to begin monitoring

Record 2 & Column 35-38
Daily time to quit monitoring

Record 2 & Column 39-42
Minimum number of transactions per monitoring cycle

Record 2 & Column 43-46
Time between monitoring cycles

Record 2 & Column 47-72
Usercode that started the program

Input to the Program

Accept (AX) – Status <filename>    -
Active or deactivated status of program  [Main task]

                        Activate <filename> -
Activate deactivated program

  [Main task]



Stop or Quit 
       – 
To deactivate program

  [Application task]

Interrupt(HI) – 997 starts debugging.



998 stops debugging.



999 ends program.

All other values are used as wait time between cycles of beginning and ending monitoring.

Program execution – Any method of running a program may be used.  WFL queue limitations may cause unexpected EOJ, if used.  It is recommended that they not be used.  When the program is executed a value may be used to set wait time for cycles of beginning and ending monitoring.  A default value of 60 seconds is used.

In order to change parameters for a program or file simply change the appropriate data in the specification file and save the file.  Then the program will read the file again.


Integrity News


New CD Training now available on the following subjects:

· Three Methods to Access the Userdatafile
· Practically Understanding Security System Concepts
· Computer Security Issues and Integrity Answers
To view any of our past Journals you can visit our website at:

www.integrity-services-inc.com
**Please help us keep our records up-to-date by letting us know of any name/address changes**


Reduced Fees for Doctor Installation


We are currently offering a special on our installation services with each sale of the Doctor software.  Normally for 3 days of services we would charge $920/day + expenses = $2760 + expenses.  For new Integrity System Doctor, Integrity Security Doctor, or Integrity Super Doctor clients we will offer a one time charge of $1500 + expenses for 3 days of installation and on-site training.  If more than 3 days are desired, as is normally the case with the Super Doctor, then each additional day will be $500 + expenses.


















Integrity System Doctor Tips





A lesser known feature of the System Doctor is the ability to have a second chance at file removal.  This is accomplished by using the LC DELETE command or DEL for a short form.  This may be used for a single file or a directory or a usercode.  The syntax is the same as the remove command except that you substitute LC DEL for REMOVE.  An example:


		LC DEL SYMBOL/=





The Doctor will display your command so that you may review it before action is taken.  You respond with a yes or no (<mix #>AX Y or <mix #>AX N) and the remove is done or aborted as requested.





There is also an LC PURGE command that may be used for the PG command.  It works in the same way as the delete command with options for yes or no.  Example:


		LC PURGE MT80
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