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New Backup Repository

Integrity Services is in the process of setting up a repository for site backups.  The purpose may be for storage or disaster recovery.  It will be a very secure location for mission-critical data.  One may desire to put information in container files and transfer them using secure FTP to our storage facility.  The information may be retrieved at any time or in time of disaster.  A snapshot of your entire database may be placed in a container file at any time.  To do this daily will ensure that at most one day’s activity would be lost and startup with the backed up data would be accomplished quickly.

Backup to tapes, storage of tapes, and transporting of tapes to off-site facilities is a risky endeavor.  There have been recent examples of human and courier mishaps that expose data to opportunists.  Container files with secure FTP will provide encrypted transporting of data and preclude the tremendous concern of lost unencrypted data.

Maintenance Program Enhancements

The Maintenance program used with the Integrity System Doctor was implemented in 2004.  It would maintain a clean up function for audit files as they get numerous.  You can now specify how many months you want to retain copies of audit files used by the System Doctor.  The maintenance has now been extended to include all utilization data files and in the future will include sumlogs.  In 2004, 2 months was the retaining period.  In the 2005 release you may specify the number of months to retain files.

PC Alert Call List Tabs

Using tabs or other non-visible characters in the Call List file for the PC Alert program will cause it to function unpredictably or not function at all.  Make sure that there are no non-visible characters in the Call List file.


E-Mail Notification

In addition to information and articles in the Integrity Journal you may get timely information and announcements by e-mail.  There are currently hundreds of people on the e-mail list.  There is no fee and the e-mail addresses will not be made available to anyone.  If you desire to be placed on this list, send us your e-mail address at jkite@integrity-services-inc.com.

There are dreams of love, life, and adventure in all of us.  But we are also sadly filled with reasons why we shouldn’t try.  These reasons seem to protect us, but in truth they imprison us.  They hold life at a distance.  Life will be over sooner than we think.  If we have bikes to ride and people to love, now is the time.

        Elisabeth Kubler-Ross



Configuring the Whole MCP Environment for Security

Software is needed for handling certain measures of security monitoring, reporting, and protection.  But, that is not the whole picture.  System configuration is also necessary.  I believe whole-heartedly that there is no better security software than the Integrity Super Doctor, but that is not enough for maximum protection.  Let me mention just two of many issues that must be dealt with.

Most sites that I visit for the first time have stations that are super users.  That means that anyone can log on at that station without a usercode and have access to ODT commands.  What a way for a disgruntled employee who has just been fired to remove your entire database in ten seconds.  And there is no record of who did it.

A second misnomer that I often hear stated is that “we have given our users network tools to access our database and they cannot use Marc.”  If you know the host name or ip address of your MCP (these are usually easy to guess) then try a brief experiment.  Go to any pc on the network and type start and CMD.  You are now in the DOS mode.  Next type telnet <hostname> or telnet <ip address>.  You will get a Marc screen and you don’t even have an emulator.  There are some sites who have usercodes without passwords.  You are now free to damage or steal anything you want.


Outsourcing – Security

Many organizations evaluate in-house computing versus outsourcing on a regular basis.  There are benefits to either decision and these issues are made based on perceived needs or desires.  I believe that there is an issue that is ignored by most people when they consider outsourcing.  It is, “How secure is the site doing the processing?”  If the site does not invoke specific security configuration measures and run the Super Doctor software, they are not at maximum security.  In fact, many large service bureaus are not very secure at all.  If you ask them, they will tell you they are secure.  But, what would you expect them to say?  If these sites have not been examined by an MCP security expert, you may be at great risk with your venture to have someone else handle your IT processing.  Many security leaks are not discovered right away, and may come back to haunt you in the future.

I am confident of the way we, at Integrity Services, handle security with our software and security configuration of ClearPath computers.  I have seen very few MCP computer sites that are secured and monitored anywhere close to what we do.  Most organizations use accounting companies to audit their computer systems.  Their specialty is not computer systems and rarely do they even know what an MCP is.  When their audit states that you are safe, how can you believe it?  If a person does not understand how the MCP operates internally, he or she cannot effectively audit your MCP ClearPath computer.  Risk management is a hot topic these days and many companies fail at the basics of their computer security.

I was made aware of a typical situation recently.  A consultant from a company that does penetration testing called me and told me that he was able to get access to MCP disk files in five minutes of penetration testing.  The sad part of this is that the institutions where this can take place (and they are numerable) are told by hardware vendors, software vendors, and auditing firms that they are secure.  This particular organization was made aware of their problem and they were able to correct it.  When your computer is penetrated and it is not a test, you may never know that it happened.  Information can be stolen without any notification at all unless you have secured your computer and established reporting and alerts.

Your software vendor isn’t going to protect you, your auditor isn’t going to protect you, the government isn’t going to protect you.  You have to protect yourself.  Whether you process internally or externally, you must take measures to establish a secure environment for your information.  It is your business to protect and your information is your business.


New Backup Repository

Integrity Services is in the process of setting up a repository for site backups.  The purpose may be for storage or disaster recovery.  It will be a very secure location for mission-critical data.  One may desire to put information in container files and transfer them using secure FTP to our storage facility.  The information may be retrieved at any time or in time of disaster.  A snapshot of your entire database may be placed in a container file at any time.  To do this daily will ensure that at most one day’s activity would be lost and startup with the backed up data would be accomplished quickly.

Backup to tapes, storage of tapes, and transporting of tapes to off-site facilities is a risky endeavor.  There have been recent examples of human and courier mishaps that expose data to opportunists.  Container files with secure FTP will provide encrypted transporting of data and preclude the tremendous concern of lost unencrypted data.


Carl Jung said that part of our struggle on earth is to recognize the royalty in ourselves.  I think when we do, we can also recognize the royalty in others.  That is the secret of “love thy neighbor as thyself.”

We are all born of royalty, in a gold box, even a ragman’s son.  Within us is a tiny seed of godliness – the Spirit of God, the Shechinah – and throughout our life we must learn to nourish it.   


  Kirk Douglas

Age…doesn’t matter, unless you are a cheese.             

Billie Burke

New Products Released by Integrity Services
 Activity Monitor: This program has the ability to monitor activity of any file opened by any program running under MCP control.  It is intended for use with disk files of programs communicating with network or internet software to insure that activity on the network has not ceased.

SourceTracker: This software was released this summer.  It is a source program package that will provide guards and guidelines for handling and protecting source language files.  A simplified version for maintaining WFLs was released first with the ability to track changes to WFLs.  Cobol source tracking will soon be released.

Pricing for SourceTracker will be:

 

Small ClearPath Computers 

License $3000, Annual Maintenance $600    Example: All LX computers
Medium ClearPath Computers

License $4000, Annual Maintenance $800    Example: CS and Libra 520
Large ClearPath Computers

License $5000, Annual Maintenance $1000

Example: Libra 180, Libra 590

Fine-Tuning a ClearPath Computer

In order to fine tune a ClearPath computer one must have some basic knowledge of how computers work and how the MCP functions with regard to the computer’s resources.  The four main areas of concern when it comes to performance are processor, memory, disk, and networks.  In my experience fine-tuning always involves one or more of these resources.  Making adjustments to one may cause another to function inefficiently.  When the ClearPath computer shows signs of slowing down (batch or on-line), buying a new computer with a faster processor usually solves the problem for a while.  Because of this most people focus on the processor and don’t realize that other factors are involved.

When one obtains a new computer not only is the processor faster but there are generally improvements in I/O, memory, and communications.  Technology advances in all areas.  The assumption that a faster processor solved the problem may not be correct.  It may have been solved by approaching another function of the preceding computer.  In other words fine-tuning may have prolonged the life of the other computer.

Other needs for fine-tuning may include occasional slowing down or interruptions to computer use.  There are many things that can be done to evaluate where the problem resides.  Following are suggestions that will pinpoint problems in different areas, if they exist:

Procedures For Temporary Degradation

   1. Check processor usage via U command.

   2. Check memory usage via CU command.

   3. If an on-line user has complained because of slow response time, examine other stations, lines, 

       and communication processors to see if it is localized or across the entire network.

   4. See if any unusual programs are running.  Run Monitor to get a mix snapshot.  If you do not

       have Monitor use the ODT command: AA SORT CPURATE.

   5. See if any programs that are known to impact the system are running.

   6. Check the log to see if any hardware failures or retryable errors are causing the system to 

       function abnormally.


       Use: LOG IOSUMMARY NSP and examine reports.

   7. Note times of slow down and return to normal.  If U/Collector is running, examine mix status 

       and utilization reports for the time period.

   8. If System/Doctor is running, set ONRE (On-line Resource Evaluation) and examine reports 

       produced.

For more detailed suggestions, visit www.integrity-services-inc.com and use the tips tab under Technical Info.

Look for us at upcoming Fall 2005 Conferences

Uniti-East: September 21-23

Unite: October 16-19

Tri-State ITI:    November
Scheduled Classes for October 2005


Integrity Services has scheduled classes for October 12 – 14.  There will be a detailed class on all Doctor functions.  This two-day class will integrate Cande and Coms Configuration file use with the Doctor and system security.  Students may bring their own control files for questions and to use as examples.  There will also be a class on Programmers Workbench.

Registration Form

Name 1  ______________________________________________

Name 2  ______________________________________________

Name 3  ______________________________________________

Company Name: ___________________________________________________________________

Company Address:  ____________________________________________________________________________________________________________________________________________________________________
E-Mail Address:

__________________________________


Class fees are $600.00 per attendee
Make checks payable to:

Integrity Services Inc.
Reservations requested by October 1st

For Reservations, send appropriate fees to:

Integrity Services Inc.

10 Radnor Road

Newark, DE  19713


Integrity Services Inc.

Has developed software that will benefit your computer needs


· System Initialization Setup

· On-line Resource Evaluation

· Station Security

· Automatic Virus Scanning

· Extensive Security Reports

· Performance Analysis Reports

· Mix Task Resource Monitoring

· Instant Alarms (Aborts, Waiting, Messages)

· ODT & CANDE Audit of all commands

· Automatic Disk Backups

· Verify Readiness for MCP Upgrade

· Installation of Unisys IC Tapes

· Safe Delete and Purge Commands

· Automatic Schedule for all Jobs, Tasks, Commands, and more
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Visit our website at: www.integrity-services-inc.com











See what our Integrity System Doctor Software can do for you!!





We offer a variety of packages that will suit your needs …and all at a very affordable price!




















New Products Released by Integrity Services





Activity Monitor & Source Tracker software ……..see page 3 for details





To view past editions of the Integrity Journal visit our website at:


� HYPERLINK "http://www.integrity-services-inc.com" ��www.integrity-services-inc.com�
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